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The main highlights in the context of SEMIoTICS during the last 6 months  
(June 2019 - December 2019), can be summarized as follows: 
 
- SEMIoTICS participated in various standardization events for Security 
and Cryptography  
 
- Three technical papers of SEMIoTICS were presented in IEEE 
GLOBECOM 2019  
 
- SEMIoTICS participated in the Researchers’ Night at Crete and 
Barcelona, demonstrating various solutions 
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In the context of SEMIoTICS, three technical papers have been 
presented in IEEE GLOBECOM 2019 that took place in Hawaii, USA.  

SEMIoTICS participated in the 59th 
meeting of WG2 on Cryptography and 

security mechanisms and the 29th 
meeting of WG 4 on Security controls 
and services that took place in Paris, 

France. 

SEMIoTICS (through UP) participated in 
the Cybersec4Europe conference in 
Toulouse. The event itself allowed for 
briefly introducing a key aspect (i.e., 
Identity Management) of the SEMIoTICS 
project to the many participants from all 
over Europe. 
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SEMIoTICS’ Mobile communication infrastructure demonstration at 
Researchers Night at Crete, September 2019. 

Smart Home and Network Slicing for energy management 
demonstration at Researchers Night at Barcelona, September 2019. 
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SEMIoTICS 
Contact person 
 
Vivek Kulkarni 
M.S., MBA 
Siemens AG 
Otto-Hahn-Ring 6 
D-81739 Munich, Germany 
Email: 
vivekkulkarni@siemens.com  
Tel: +49 89 636 49905 
 
Grant Agreement: 
780315 
 
Project Duration: 
01.01.2018 – 31.12.2020 
 
Mailing list 
semiotics@ics.forth.gr  
 
Twitter 
@semiotics_eu  
 

 

 

 
We’re on the Web! 
Find us at: 
https://www.semiotics-
project.eu/  

 

 

SEMIoTICS is present in: 

 

TWITTER 

Please follow us @semiotics_eu to 
keep up to date with the project 

progress!  
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